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mation data private and secure. Such policies should be
easily accessible by users, and should be updated as the
collection and/or use of data changes. In various situations
considered by the disclosure, personal information data may
be entirely stored within a user device.

[0164] Personal information from users should be col-
lected for legitimate and reasonable uses of the entity and
not shared or sold outside of those legitimate uses. Further,
such collection/sharing should occur after receiving the
informed consent of the users. Additionally, such entities
should consider taking any needed steps for safeguarding
and securing access to such personal information data and
ensuring that others with access to the personal information
data adhere to their privacy policies and procedures. Further,
such entities can subject themselves to evaluation by third
parties to certify their adherence to widely accepted privacy
policies and practices. In addition, policies and practices
should be adapted for the particular types of personal
information data being collected and/or accessed and
adapted to applicable laws and standards, including juris-
diction-specific considerations. For instance, in the US,
collection of or access to certain health data, such as
eyesight information, may be governed by federal and/or
state laws, such as the Health Insurance Portability and
Accountability Act (HIPAA); whereas health data in other
countries may be subject to other regulations and policies
and should be handled accordingly. Hence different privacy
practices should be maintained for different personal data
types in each country.

[0165] Despite the foregoing, the present disclosure also
contemplates embodiments in which users selectively block
the use of, or access to, personal information data. That is,
the present disclosure contemplates that hardware and/or
software elements can be provided to prevent or block
access to such personal information data. For example, in
the case of facial recognition processes or eyesight diagnos-
tic processes, the present technology can be configured to
allow users to select to “opt in” or “opt out” of participation
in the collection of personal information data during regis-
tration for services or anytime thereafter. In addition to
providing “opt in” and “opt out” options, the present dis-
closure contemplates providing notifications relating to the
access or use of personal information. For instance, a user
may be notified upon downloading an app that their personal
information data will be accessed and then reminded again
just before personal information data is accessed by the app.
[0166] Moreover, it is the intent of the present disclosure
that personal information data should be managed and
handled in a way to minimize risks of unintentional or
unauthorized access or use. Risk can be minimized by
limiting the collection of data and deleting data once it is no
longer needed. In addition, and when applicable, including
in certain health related applications, data de-identification
can be used to protect a user’s privacy. De-identification
may be facilitated, when appropriate, by removing specific
identifiers (e.g., date of birth, etc.), controlling the amount or
specificity of data stored (e.g., collecting location data a city
level rather than at an address level), controlling how data is
stored (e.g., aggregating data across users), and/or other
methods.

[0167] Therefore, although the present disclosure broadly
covers use of personal information data to implement one or
more various disclosed embodiments, the present disclosure
also contemplates that the various embodiments can also be
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implemented without the need for accessing such personal
information data. That is, the various embodiments of the
present technology are not rendered inoperable due to the
lack of' all or a portion of such personal information data. For
example, determining whether a user is wearing glasses may
be based on reflective properties of the glasses based on
non-personal information data or a bare minimum amount of
personal information, such as the content being requested by
the device associated with a user, other non-personal infor-
mation available to the electronic devices, or publicly avail-
able information.
[0168] The foregoing description, for purposes of expla-
nation, uses specific nomenclature to provide a thorough
understanding of the described embodiments. However, it
will be apparent to one skilled in the art that the specific
details are not required in order to practice the described
embodiments. Thus, the foregoing descriptions of the spe-
cific embodiments described herein are presented for pur-
poses of illustration and description. They are not targeted to
be exhaustive or to limit the embodiments to the precise
forms disclosed. It will be apparent to one of ordinary skill
in the art that many modifications and variations are possible
in view of the above teachings.
[0169] As used herein, the phrase “at least one of” pre-
ceding a series of items, with the term “and” or “or” to
separate any of the items, modifies the list as a whole, rather
than each member of the list. The phrase “at least one of”
does not require selection of at least one of each item listed;
rather, the phrase allows a meaning that includes at a
minimum one of any of the items, and/or at a minimum one
of any combination of the items, and/or at a minimum one
of each of the items. By way of example, the phrases “at
least one of A, B, and C” or “at least one of A, B, or C”” each
refer to only A, only B, or only C; any combination of A, B,
and C; and/or one or more of each of A, B, and C. Similarly,
it may be appreciated that an order of elements presented for
a conjunctive or disjunctive list provided herein should not
be construed as limiting the disclosure to only that order
provided.
1. A method of controlling a vision-correcting operation
of a portable electronic device, the method comprising:
scanning at least a portion of a face of a user using a
sensor;
generating a depth map using the scan conducted using
the sensor;
determining a similarity score between the depth map and
one or more biometric identity maps of a set of stored
biometric identity maps that are associated with a
registered user;
in response to the similarity score exceeding a threshold,
authenticating the user as the registered user;
determining a corrective eyewear scenario using the depth
map;
selecting a display profile that is associated with the
corrective eyewear scenario and the registered user;
and
generating a graphical output in accordance with the
selected display profile.
2. The method of claim 1, wherein:
the corrective eyewear scenario corresponds to the regis-
tered user wearing a corrective eyewear; and
the graphical output compensates for a vision deficiency
associated with the corrective eyewear scenario and the
registered user.



